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Abstract—This research is capable to do cryptography
with multi keywords search. This research is target to
provide search files from cloud network using multi
keywords. This paper is target to provide a security at the
maximum level by includes encryption and decryption.
The administrator has control of authorization and
allowing files to move more secured. Encryption and
decryption of files and file names which is used symmetric
and asymmetric algorithm respectively. The unique key is
generated for every users to protect other user cannot
access the files. While implementing this project the user
can understand very simple environment. The user can
reduce incapable systems in server side process to hold
most of the processes. The client side system has used
less work for the corresponding task to perform the
necessary role like arranging and ranking the files from
requested order. This project can apply in various
applications for this user friendly.
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. INTRODUCTION
Information security, efficiency improvement playgs
very crucial part in computer technologies. Duethie
diverse improvements and advancements in the &éld
technology, the need of the new thoughts has besatey
than before. Data protection and safety has became
crucial and less reliable due to the use of thiedtyp
services like Cloud services. Cloud Storage pravide
range of features for the consumers by providing th
consistent safety measures. Normally they are ied
trusting on basis of license agreement; still théere
possibility of data outflow. The security provideg the
trusted third parties may be distorted by differgmie of
methods. In order to prevent from this kind of data
exploitation, the data vendor can build the dat@ipker
data and then they can upload at the server. Bygusi
encryption technique the uploaded data can be ptege
from any attacks. There are three types of crypioigy
techniques which we can use. They are symmetric
cryptography, asymmetric cryptography and hash key
cryptography to encrypt and protect the data.
In symmetric cryptography, it uses a single keygemgh
asymmetric cryptography uses two keys but hash key
cryptography algorithm does not use any key to \gricr
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or decrypt data. These are three types of cryppbyra
techniques which are being used in the projectebus
points in order to provide high level security tatal with
utmost possible efficiency.

This project provide modules for the user regigirt
user authentications, encrypted data uploading,
downloading data using decryption, generation of
independent file code for every user, etc.,. Thejeut
uses user friendly environment with sophisticated
techniques. This will provide utmost efficiency bging
secure as well as competent algorithms such as &5
AES.

As it supports multi keyword searching which hetps
user to find any related materials that they ne&d@
ranking of the file based on the usage is listed ten
the list is shown as per the maximum used files.thgy
ranking method at the client side we can prevemt an
reduce the data leakage.

Now a day’s data security has turn out to be aiafuc
issue in the emerging field of cloud technologye Tata
that users are maintaining in the cloud are expdeed
different types of attacks. Therefore an utmostusgc
measures are desirable. In order to reduce thefidkta
loss over cloud system, data should be in someyptedt
format. There are several possibilities that camseahe
data leakage by obtaining statistical leak agimipeme
robustness and similarity significance. The datkistthe
encrypted format can be effortlessly attacked bg th
hackers.

In various organization, cloud computing has becpamt

of the internet based applications which is a gsin
technology. The data which are being stored inctbad
has to be protected completely from any type ofetgd

or unexpected attacks that can be due to bothreattand
internal attackers. Maximum of the internal attacke
done by the cloud service providers by using sirtyla
significance and analyzing the statistical leakeggsed
on the usage of the file over ranked manner, @aisy to
obtain entire details of the most used files thioug
probability technique. This type of data leakageulth be
totally avoided and utmost protection to the datgiven.
The solution suggests the same by applying some new
concepts to enhance the data prevention and sgecurit
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II. LITERATUREREVIEW
These days system working under cloud environment
stores the encrypted file at the server which pisrimser
to recognize the exact file which has largely fazisn
searching single keyword. File encryption [1] [&]pugh
makes it tough to access and download data from the
server. Public information retrieval technique pdes a
service to regain the data from public databasagéo
This algorithm is used to produce key generatiarlip
keys, trapdoor, testing [3]. User runs this aldomttwice
to generate two public or private key pair. Usen ca
produce trapdoor by using private key. The serhent
sends the appropriate emails back to user ancsuell a
system non-interactive public key encryption with
keyword search, or as a shorthand searchable pkdojic
encryption [4]. This technique uses the same pmoces
multiple times for every single keyword given tHfere it
will require more time to perform the task. The ety
of the system also depends on hardware configuratio
While searching of the existing system based orlipub
key cryptography [5], there is always option foregw
user has the public key and different private Kdgers
use the receiver’s public key to encrypt data {(®h the
other side, receiver having a keyword will look fitie
keyword in the data which is being sent to him with
linking full data but just with the keyword that eth
receiver wish to grant. In this sort of searchititg data
related to the keyword by extracting the encrypdath
will only be provided [7].
The homomorphism encryption system which is partly
implemented [8] is less secure and less reliablee T
system improves the scheme into fully homomorphism
using basic modular arithmetic operations and Géntr
techniques [8] [9]. This also reduces the secuatgheck
out the estimated data. The comparison of the myste
analyzes the hardness of the developed system.
The inner product similarity with the coordinate ppang
to get as much possible related files as it caddre by
comparing the encrypted data [4]. The ranking can b
done after getting the most likely and related. filde
number of usage of the files with a range of tiragation
has also been used to perform the rank based vadtrie
system. The data enabled services are also under
observation. Security and efficiency are being taaned
by simplifying the algorithms by considering thesety
no to go down.

[1l. METHODOLOGY AND APPROACH
A. User Authentication
The new user verification is comes under this medul
Whenever the new user can join to the systems ske u
must be a member of the systems to access the Ifiles
order to access the files the user has to be wiging the
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details of his name, secret code, Email address and
contact number. After the new user registraticthéf user
still cannot able to access his account due to
unauthenticated status of his account. The new ceser
log into the system after his account has authateitby
the administrator .The administrator have rightsiewy

the list of new registered users.

The administrators have rights to delete the resatdany
time. The administrator can select the particulserby
authenticating on his account to be activated aral t
account is ready to use. After the authenticatibrihe
user account, the user can log in to his accoustaas
regular and he doesn’t have the administrator sighhis

is module contains other part that is user login. phere
are two types of users to login in the system. tiser is
leaving the checkbox as unchecked for regular asdr
another part is for the administrator login. Onogith
credentials have been verified from the server thed
user or admin home page will be displayed.

B. Encrypted File Uploading

The Encryption and uploading of files in the dataver is
controlled by the administrator. The file is choden
upload used by a file upload control button andtaiois
name of the file is entered by the text box contiidie
required details have checked before uploadings.file
Chosen file is then used to get the extension effille
which is used by the user is try to save the filgetand
content type of the file in order to know what kiod
content is to store in the data server, file nafe file,
encrypted name of the file and file content as bsyes
stored in the data server.

The filenames are encrypted before entering iméodata
server. The encrypted filename is obtained by using
hashing and MD5 encryption algorithm. This method
used in this algorithm is ECB (Electronic Code Bpok
provided by the .Net environment. This encryption
algorithm provides highly secured to the file tfsabeing
encrypted. The file encrypted is then stored wiith file
into the data server. The files could contain nused file
types like text, image, application, etc.

The files that are being encrypted by use AES (Aded
Encryption Standard) and stored in the system. The
Encryption of the files uses symmetric key algarith
which is uses single key to encryption and decoypti
data where encryption and decryption of file namsss
asymmetric key algorithm which is uses two keys.

The file is read by bytes from the file uploadeaykand

IV are generated by using derived bytes and synienetr
key. Using the Key and IV the data is encrypted and
written into byte array and this byte array is cenied to
base 64 String which is the encrypted message &nd i
stored in the memory.
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These files are uploaded and could be reviewedhby t
administrator and if the files are not needed thdmin

could remove the files by deleting it from the dsgaver.

ENHANCED SECURE MULTI KEYWORD TOP-K RETRIEVAL IN CLOUD
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Fig.1: File upload

C. Searching Encrypted File

The users can login to their account after the
authorization of their account by the administratbhe
users have the access right now to the data that ar
available throughout the system’s database in kbedc
After the login process is completed by the usergain

to the search menu which will provide the faciliiy

search the entire database. The searching processes

involve generate the rank list based on the usdgbeo
files which we are searching. The searching method
which is allowed multi keyword, the users coulddyp
any related words for the file which they are pssea
based upon the files use. The ranks are done aflidre
side and the processes consuming more time and rgemo
are diverted to the database. The database isaiarihe
hardest process. The client only does the rankKitmp
client side rank is protecting external attacks like data
leak and vulnerabilities.

Searched files can now be displayed to the usex.uBlr
could select the files from his search which alwéys
first file in most case. Send code is the optioovjated to
the user in order to send the files code whichhis t
encrypted filenames for the current user to thedld he
cloud storage will then be used to send the fildecto the
current user email. This email account is usedcfoud
storage in the project. The file code that is $erthe user
email account and it's encrypted by comparing & th
user’s identification hence none other than thaiested
user can download the files. The user who loggassad
the same identification can only download the file.

The download process does the decryption of the fil
using symmetric key algorithm.
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D. File Download

The user who requested the files can have thecfite
which is encrypted with the user identification yeets
other from getting access of file. User must begéalyin

to download any file. Decryption process has tvagyss.
First is decryption of the file code which is dosed the
user identification is verified and separated fritra file
code with the help of the variable user that isaté at
the time of login.

If the users are using other file code they cannot
download the file. The Encrypted filename is now
separated from the user identification and then the
decrypted file name can be done. After the decdyfite
name using the similar algorithm can be used toygnc
file in a reversed manner and we can obtain film&a
Now the file with the decrypted name can be used to
query over the database and user can download it.

This file contains data in encrypted form, so it ha be
converted to store as in a specified format. Entiata
related to the file is extracted from the databsiseh as
file name, extension, content type and binary farfn
data. After the extraction of information, the data
acquired as bytes has to be converted into thénatifjle
format by using HTTP response and at this stagesuse
have the option to open or save the file. Beforaglthe
byte conversion, the file encrypted using symmeitag
algorithm must be decrypted with the similar AES
algorithm. After decrypting the data, the byteshwétear
form is obtained. It is then converted to origifaimat
from bytes. Now the file is downloaded in a morewsed
way.

Below is the system flow diagram of proposed system
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Fig.2: Systemflow diagram

IV. CONCLUSION As our future work, we will explore supporting othe
The solution, for the first time we define and solhe multi-keyword semantics (e.g., weighted query) over
problem of multi-keyword ranked search over enagpt encrypted data, integrity check of rank order iarsk
cloud data, and establish a range of privacy requénts result and privacy guarantees in stronger threataino
[10]. Along with the variety of multi-keyword semis
[11], the chosen efficient principle of “coordinate ACKNOLEDGEMENT
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capture the similarity between query, keywords, sincerely thankful for the anonymous reviewers wehos
outsourced documents, and use “inner product giityila comment greatly helped clarify and improve thisqrap
to quantitatively formalize such a principle fomdarity
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